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Abstract 

The current study examines the broader factors influencing citizens’ trust and adoption of electronic voting (e-voting) 

systems, extending beyond the conventional focus on trust in government and technology. A conceptual framework was 

developed by incorporating elements from the TAM, IDT, and trust theory. Data was collected through surveys and 

investigated using SEM to evaluate the relationships amongst crucial variables. The findings reveal that trust in e-voting 

is significantly shaped by citizens’ trust in governing bodies, the transparency and reliability of the voting process, trust in 

the technology, and perceived ease of use. In contrast, perceived public value was not found to significantly impact trust. 

These results highlight the multifaceted nature of trust in digital governance and underscore the importance of considering 

both procedural and technological factors in system design. The novelty of this study lies in its broader perspective on 

trust, emphasizing the role of implementation and process transparency in influencing public perception. The proposed 

model offers practical insights for policymakers and system developers seeking to improve public confidence and foster 

wider adoption of e-voting technologies. 

Keywords: E-Voting; Developing Country; Conceptual Model; Citizens’ Trust; Citizen-Centric Approach. 

 

1. Introduction 

Voting a fundamental pillar of democratic governance, empowering individuals to influence public decisions and 

elect representatives at various institutional levels [1]. The growing incorporation of information and communication 

technologies (ICT) into governance has driven many nations to implement e-voting systems to enhance accessibility, 

reduce electoral costs, improve efficiency, and promote transparency [2, 3]. The COVID-19 pandemic further 

underscored the necessity of remote voting alternatives, solidifying e-voting’s role as a sustainable democratic tool 

during crises [1, 4]. 

Despite these advantages, global experiences with e-voting are mixed. While countries such as India, Jordan, and the 

Philippines have adopted it, others like UK, Netherlands, and Norway have reversed their implementation due to 

persistent public distrust, lack of transparency, and technical vulnerabilities [4]. A large body of research has explored 

e-voting adoption through the lens of trust, primarily focusing on trust in technology [5-7] and trust in government 

institutions [7-9]. However, limited scholarly attention is paid to how the process of planning and implementing e-voting 

systems itself shapes citizen trust. 
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Building on this gap, the current study adopts a broader perspective by integrating findings from the Technology 

Acceptance Model (TAM), Innovation Diffusion Theory (IDT), and trust theory to propose a comprehensive conceptual 

framework for e-voting adoption. Existing literature identifies several critical constructs for evaluating e-voting systems: 

perceived ease of use, which reflects the system’s usability [10]; perceived public value, which captures the social 

benefits citizens associate with e-government services [11]; and trust in the e-voting process, which relates to 

transparency, security, and system management [12, 13]. These factors, in turn, influence citizens' attitudes toward usage 

and their intention to adopt technologies employed in e-voting [14-16]. 

In the Albanian context, the introduction of e-voting followed constitutional amendments and political agreements 

in 2020, with pilot implementations during the 2021 and 2023 elections [17-19]. Although these pilots were a step 

forward, limited public engagement, delayed system certifications, and a lack of transparency raised concerns regarding 

trust and legitimacy.  

Thus, the current study aims to explore the factors influencing citizens’ trust and adoption of e-voting in Albania, 

guided by the research questions presented here: 

 RQ1: How is citizens' trust in e-voting affected by the implementation process managed by electoral institutions 

in Albania? 

 RQ2: Do citizens perceive public value in using e-voting technologies? 

 RQ3: What factors contribute to the adoption of advanced voting technologies? 

We develop and empirically test a novel e-voting adoption framework to address these questions. This framework 

combines TAM, IDT, and trust constructs to examine the interplay between institutional, technological, and perceptual 

factors using survey-based data and Structural Equation Modelling (SEM). 

2. Literature Review 

2.1. Voting Definition 

There are several definitions of e-voting and internet voting (i-voting), each emphasizing different aspects of the 

technology employed during the voting process. E-voting is commonly described as the use of software and hardware 

to enable citizens vote via a computer-based information system [5, 6, 20]. In contrast, i-voting refers to a voting method 

that employs encryption to ensure secure and confidential voting over the Internet [21]. In another study, Kumar and 

Walia [22] characterized e-voting as an online platform that establishes and offers voting procedures to citizens through 

web-based applications. E-voting represents a technological advancement that supports governments in enhancing the 

democratic process by boosting voter participation in the selection of leaders and representatives [23]. Similarly, Decman 

& Kozel [24] define i-voting as an e-government service where user-centric design plays a central role. E-voting utilizes 

ICTs to streamline the processes of casting, counting, and reporting votes. Transactions such as e-voting utterly depend 

on a complex and interconnected network of digital technologies [25]. It allows citizens to elect officials at various 

levels, including national, provincial, and local governments [26]. 

2.2. Forms of E-Voting 

As electronic services and the use of digital platforms have become more prevalent in various service sectors, issues 

related to adoption and acceptance have inevitably emerged. Different stakeholders tend to accept e-voting based on 

their understanding of technology and how it can be applied. Those who are accustomed to using ICT or other smart 

devices in their daily routines are more likely to implement e-voting in a similar manner [27]. E-voting system depends 

on numerous computers, commonly known as electronic voting machines, along with supporting equipment, specialized 

software, a robust network infrastructure, and sufficient internet bandwidth to cast votes. It also requires a well-

established system for ICT-enabled voter registration, high-level cybersecurity, transparent tracking mechanisms, and 

substantial storage capacity for the Electronic Voters Database [9, 27-29]. Technology in e-voting can be divided into 

different phases of the electoral process, ranging from the registration of the voters to casting the vote, verification, and 

final counting of votes [30, 31]. 

E-voting is not merely a process automation, but it simplifies the entire electoral process. Additionally, it streamlines 

elections, increases voter participation, reduces errors in vote counting, and accelerates the announcement of results [9]. 

Several e-voting technologies have been projected and implemented to facilitate voting, including methods such as 

digital tallying, direct recording electronic machines to cast the vote, kiosk e-voting, online voting, remote e-voting, 

poll-site voting [9, 30, 32]. It is crucial to include thorough evaluation tools to assess both human-centric and digital 

capabilities [25]. E-voting systems must fulfil several criteria to be considered effective means of voting and be widely 

accepted by citizens, including being accurate, verifiable, flexible, reliable and convenient [33]. 
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2.3. E-Voting Adoption Success Factors 

The success factors for e-voting adoption depend on several elements, comprising ‘trust in technology’, ‘trust in the 

government’, ‘perceived public value’, and ‘perceived ease of use’, all of which play a crucial role in adopting 

technology. Moreover, the impact of these factors on citizens' trust, usage attitudes, and e-voting adoption intentions has 

been explored in various studies in literature. 

"Trust in technology" and "Trust in the government" both play critical roles in the e-services offered by governments 

[24]. In a latest study conducted by Abdala et al. [7], the authors argue that the trust of the citizens in government is 

more likely to lead to a rise in overall electoral participation than their trust in the i-voting technology. Trust in technology 

encompasses the range of technologies that facilitate e-services usage and is vital when ICT is employed to uphold 

democracy. Therefore, trust is crucial for successfully using technology to enable e-participation, particularly in i-voting 

[14, 34]. In addition, digital skills are key requirements for the effective acceptance of e-government services by users 

[35]. Furthermore, integrating voting within a widely recognized digital services ecosystem for citizens is a reliable way 

to ensure the success of the voting process [23, 36]. 

Trust in government pertains to the “public’s view of the government’s competence and honesty” in delivering 

services [37]. The government plays a focal role in creating a transparent and trustworthy voting environment and in 

administering elections to ensure fairness [38]. Rahul & Gill [39] claimed that the immutableness and decentralization 

of blockchain make it a viable alternative for e-voting. 

When evaluating the adoption rate of e-government services and people's willingness to use them, it is appropriate to 

utilize the TAM, which is well-recognized for assessing the acceptance of new technologies [40]. Their study focused 

on public inclinations and opinions regarding e-government services. Trust, safety, and protection are essential for 

technology adoption, specifically for e-government services [41]. 

Regarding perceived public values, various stakeholders, such as individuals, corporations, government agencies, 

and bureaucrats, participate in e-government. Karunia et al. [42] found that transparency influences the enhancement of 

accountability and responsibility within governmental agencies. According to Bailey et al. [43], people are inclined to 

use e-government services if they perceive them as means to minimize both the financial and time-related burdens. 

Therefore, governments must provide new electronic services to improve public governance, transparency, and 

accountability [44]. 

In addition, Decman & Kozel [24] identified three main advantages of i-voting in their study. First, it provides 

“convenience and accessibility” for people with physical disabilities, along with error-free voting and accurate results 

for greater efficiency. Second, social influence affects the participation of other i-voters [45]. Third, it offers cost-

effectiveness compared to other voting systems [46]. 

A particular consideration is citizens' perception of the ease of use of technology, particularly in terms of whether it 

is time-consuming, easy to learn, and adaptable. People feel comfortable navigating platforms quickly [10]. The two 

main attributes are effort and performance expectancy, which ensure that e-voting services, or any similar e-government 

services, are promoted and widely used by the public. If the e-government portals provides reliable information and 

professional services, individuals are more likely to utilize e-government services [47]. Furthermore, it has been 

discovered that the desire to use and recommend e-government services is positively predicted by both the perceived 

value of the service and trust in the government [48]. 

The increasing interest in electronic voting systems demands robust security and integration, which are essential 

components of the voting process. According to Samayamanthula and Kodati [49], a decentralized e-voting approach 

enhances security by breaking the data into multiple layers and using cryptography to merge these fragmented pieces 

into a unified view, including biometric data through encryption and decryption. This method reduces risks and 

operational failures, offering a more secure and reliable voting platform. Rexha et al. [50]proposed that integrating 

blockchain technology into e-voting systems offers a more secure, precise, and transparent framework, as well as a more 

cost-effective alternative by reducing election expenses. In their study, Sindermann et al. [51] analysed the correlation 

between personality features and i-voting from a psychological perspective. 

2.4. Models of E-Voting Systems 

Researchers have extensively exploited the TAM to envisage and explicate the adoption of information technologies 

[15, 52]. TAM is regarded as the most commonly used model for recognizing the acceptance and usage of novel 

technologies [53]. According to TAM, there is a connection between a user's belief in a technology’s usefulness, their 

attitude toward its usage, and their intention to use it. Similarly, both the attitude and intention to use the technology are 

induced by the user's perception of its ease of use. As a result, the user's “attitude and intention to adopt new technologies 

are shaped by two constructs: Perceived Usefulness (PU) and Perceived Ease of Use (PEoU)”. PU is defined as “the 

extent to which a user believes that using a specific system would improve job performance,” while PEoU is “the extent 
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to which a user believes that using a particular system would be effortless” [52]. In a study by Aljarrah et al. [54], the 

authors applied the TAM model to assess the acceptance of an e-voting system in Jordan from the voters' perspective 

and its readiness for use. In another study, the TAM model was employed to examine the impact of trust and security on 

Taiwan's e-voting system [55]. 

Another widely recognized theory for technology adoption is the IDT, introduced by Rogers [16]. Rogers defines an 

innovation as “an idea, practice, or object that is perceived as new by an individual or another unit of adoption,” and 

diffusion as “the process by which an innovation is communicated through certain channels over time among the 

members of a social system” [15]. Moreover, Agarwal [56] suggests that “potential users make decisions to adopt or 

reject an innovation based on beliefs they form about it.”. IDT identifies five main attributes of innovation: “relative 

advantage, compatibility, complexity, trialability, and observability”. In their research, Lippert & Ojumu [6] applied 

Rogers’ classification of adopters, “innovators, early adopters, early majority, late majority, and laggards”, to categorize 

individuals according to their likelihood to engage in e-voting. They concluded that “innovators and early adopters are 

more likely to trust technology and express an intention to use e-voting” systems. In another study by Assibong & 

Oshanisi [57], the authors utilized the IDT to conclude that the use of ICT has “reinforced the legitimacy of Nigerians 

in the democratic process”. 

Other studies aiming to identify the main elements affecting citizens’ intention to adopt e-voting have developed and 

validated hybrid models by combining multiple existing theories [23, 53, 58, 59]. For instance, Alomari [23] undertook 

a study to explore the vital factors affecting Jordanian citizens’ intentions to adopt e-voting, utilizing e-government 

adoption model along with a framework founded on DOI theory and the TAM model. Similarly, Sensuse and Pratama 

[53] examined the preparedness for e-voting deployment in Indonesia, incorporating both public opinion and expert 

advice to propose an innovative e-voting architecture. The authors used both TAM and IDT to develop the measurement 

model for e-voting readiness [53]. 

Trust is a fundamental concept in social science [60], and it has been studied across various fields, often associated 

with the broader concept of social capital [61]. Despite extensive research on trust, Bauer & Freitag [60] argue that the 

study of trust remains contentious due to the wide range of definitions and limited measurement tools.  

In current research on e-voting adoption and citizens’ intention to use the system, most studies focus on two main 

components: trust in government [9, 23, 53], and trust in technology [5, 62, 63]. Building on Bauer & Freitag [60] 

perspective, we argue that trust should be evaluated in the context of additional factors, including ease of use, perceived 

public value, and trust in the e-voting adoption process. 

3. Theoretical Framework and Hypothesis  

Several theoretical models have been developed to elucidate and evaluate the adoption of technology, particularly 

in the domains of e-government and e-voting. Among the most frequently applied are the TAM [15] and the Unified 

Theory of Acceptance and Use of Technology (UTAUT) have been extensively utilized to assess technology usage 

across diverse settings. TAM, initially proposed by Davis [15], emphasizes the role of PU and PEoU in shaping users' 

behavioural intentions to adopt a given system. Conversely, UTAUT, established by Venkatesh et al. [64], builds upon 

this foundation by incorporating additional constructs, such as “social influence, performance expectancy, effort 

expectancy, and facilitating conditions”. In addition to these models, several other theoretical frameworks, such as the 

Technology Readiness Index, Diffusion of Innovation (DOI), Innovation Resistance Theory, Expectancy-Value 

Theory, and Mental Accounting Theory, offer complementary insights into individual readiness, resistance to 

technology, and cognitive processes involved in technology adoption. These models are frequently employed in 

conjunction with TAM and UTAUT to deepen the conception of user acceptance, particularly concerning the public 

sector digital services [65-67]. 

Despite their widespread application, these models are not without their limitations. TAM has been criticized for 

its reductive approach, as it provides broad insights into user attitudes but often fails to account for more contextual 

and psychological nuances, such as the roles of trust or resistance to change [65]. In a similar vein, while UTAUT 

offers a more comprehensive framework, it has been criticized for overlooking individual differences, such as digital 

literacy or prior technological experience, which could significantly influence technology adoption [65-67]. 

Furthermore, both models have been criticized for neglecting the attitude construct, which has proven essential in the 

early stages of technology adoption, where users' perceptions and intentions are still developing. For instance, ear lier 

models like Theory of Reasoned Action (TRA) [68] and Theory of Planned Behaviour excluded attitude as a mediating 

variable, a gap that TAM later addressed, enhancing its predictive validity [69]. Additionally, adopting e-government 

services, such as e-voting, necessitates a positive perception of usefulness and ease of use, a high degree of trust, 

technological competence, and an understanding of the broader civic processes. As such, relying solely on TAM or 

UTAUT may fail to offer a comprehensive view of the factors influencing adoption, underscoring the need for an 

integrated framework that considers behavioural, contextual, and trust-related dimensions specific to public sector 

technology adoption [65, 67].  
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Building upon the critical evaluation of extant technology adoption models, this study proposes a comprehensive 

framework designed to capture the multifaceted factors shaping citizens' adoption of e-voting systems. The framework 

synthesizes constructs drawn from various established theories and empirical studies, aiming to address the gaps 

identified in TAM and UTAUT, particularly their inability to fully account for trust, user-specific characteristics, and 

contextual attitudes within the e-government domain. The proposed framework consists of eight key constructs, 

categorized into three principal dimensions: Trust Factors, Technology Acceptance Constructs, and Process Evaluation. 

Each of these dimensions is grounded in theoretical perspectives to ensure empirical relevance and contextual 

applicability. 

 Trust Factors 

Trust is an essential determinant in the e-government technologies adoption, particularly in sensitive contexts such 

as e-voting. Drawing from contemporary literature, the framework includes three distinct constructs related to trust: 

o Trust in Government: Depicts the confidence of the citizens in governmental institutions to manage and oversee 

fair and secure electoral processes. 

o Trust in Technology: Captures citizens' perceptions of the reliability, security, and technical competence of the 

e-voting system. 

o Citizens' Trust in E-Voting: A composite belief that reflects the overall trust in the e-voting platform, shaped by 

both institutional and technological trust. 

 Technology Acceptance Constructs  

This dimension adapts the core elements of TAM to the e-voting context, focusing on the following constructs: 

o Perceived Public Value: An alternative to the perceived usefulness construct, used to measure citizens' beliefs 

regarding the degree to which e-voting contributes to public benefit, transparency, and governance efficiency. 

o Perceived Ease of Use: Evaluates the user-friendliness and operability of the e-voting system. 

o Usage Attitude: Reflects users' general positive or negative disposition regarding the use of the e-voting system. 

o E-Voting Usage Intention: Represents the likelihood that citizens will utilize the e-voting system in future 

elections, as influenced by the factors mentioned above. 

 Process Evaluation  

The final dimension integrates insights from the DOI theory, specifically focusing on the procedural aspects of 

adopting technological innovations: 

o Trust in the Process: Depicts the confidence of the citizens in the fairness, transparency, and integrity of the e-

voting process itself, independent from the technology or institutional factors. 

By synthesizing elements of TAM, DOI, and trust-based models, this integrated framework aspires to offer a more 

nuanced comprehension of the behavioural, cognitive, and contextual factors that either facilitate or hinder citizens' 

willingness to adopt e-voting technologies. Figure 1 portrays the proposed e-voting adoption theoretical framework, 

including the interrelated constructs and their hypothesized relationships. 

 

Figure 1. E-voting adoption theoretical framework 

The relationships among the model's constructs are explored in the following paragraphs, and the hypotheses are 

outlined. 
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3.1. Trust in Government and Citizens’ Trust in E-voting 

Trust of the citizens in the government resembles the “evaluations of whether or not political authorities and 

institutions are performing according to the normative expectations held by the public.” [70]. Moreover, trust in e-voting 

services is based on citizens' “confidence in the goodwill, integrity, and competence of the various stakeholders” 

involved in delivering these services, such as “government officials, politicians, legislators, and system developers” 

responsible for its deployment and management [70]. In an opinion poll conducted by UNDP [71], on trust in 

governance, majority of the respondents have considered the protection of personal data a key aspect on the use of 

electronic services. Nevertheless, merely 35% of the respondents trust that public actors are capable to manage to manage 

personal electronic data [71]. 

This study specifically examines trust in the government, with a focus on trust in the Central Election Commission 

(CEC), which is “the highest permanent state body responsible for administering elections, ensuring the protection and 

adherence to constitutional and legal principles, rights, and guarantees during elections.” [72]. Earlier research has 

emphasized trust in government as a crucial predictor of the successful initiatives of e-voting in several developing 

countries, including Indonesia [53], Jordan [23], and Nigeria [9]. Hence, we suggest the consequent hypothesis: 

H1: ‘Trust in government’ is positively correlated to citizens’ ‘trust in e-voting’. 

3.2. Trust in Technology and Citizens’ Trust in E-Voting 

Trust in technology is another crucial factor influencing the implementation and use of e-voting systems. Lippert 

[62] asserts that trust in technology “refers to an individual’s willingness to rely on a technology, based on their 

expectations that it will be predictable, reliable, and useful”. To provide a more in-depth understanding of trust in e-

voting, Zhu et al. [5] identified essential measurements of trust in the technology, including “security, usability, privacy, 

and validity”. In the context of e-voting, they suggested that higher trust in the technology could reduce perceived risks 

and lead to stronger intentions to use e-voting. To validate these trust dimensions and examine the relationship between 

trust and the intention to use e-voting, the authors gathered data from 426 Indonesian voters. They confirmed the validity 

of these dimensions, finding that trust in technology directly influences the intention to adopt e-voting and indirectly 

impacts it through perceived risk [5]. Likewise, Hoffman et al. [13] identified three key technical dimensions of e-voting, 

including privacy, usability, and security, which are essential for fostering trust in critical e-voting processes such as 

voter registration, vote casting, and vote counting. In another study by Powell et al. [63], the authors explored the link 

between trust in the internet and the intention to use online voting among young adults and seniors. Their findings 

revealed that for young adults, trust on the internet was correlated with the intention to vote, but this was not the case 

for senior voters. Given that young adults make up the majority of voters in Albania [73], we hypothesize that trust in 

technology positively influences citizens’ trust in e-voting, leading to the following hypothesis in our research. 

H2: ‘Trust in technology’ is positively related to citizens’ ‘trust in e-voting’.  

3.3. Trust in Process and Citizens’ Trust in E-Voting 

The voting process faces several challenges that threaten its integrity, including ensuring voter privacy, gaining users' 

trust in the system, and guaranteeing that voting takes place with complete freedom, without limitations or efforts to 

influence it [74]. For citizens to trust the e-voting system, they must have confidence in all three stages of the voting 

process: voter registration, vote casting, and vote counting [13].  

In line with the guidelines for implementing the provisions of Recommendation CM/Rec(2017)5 on e-voting 

standards [75], it is essential to ensure "public access to the components of the e-voting system and related information, 

especially documentation, source code, and non-disclosure agreements, should be disclosed to the stakeholders and the 

public at large, well in advance of the election period”. Additional guidelines on e-voting implementations are addressed 

in the handbook related to the new voting technologies [12]. Concerning the handbook, OSCE recommends that the 

technology must guarantee the “honest counting of votes and reporting of results” [12], “Equal suffrage to adult citizens” 

[12], and “Verify that elections take place by the law and with democratic principles” [12]. 

Such legal provisions and guidelines aim to enhance transparency and increase public confidence in e-voting. Secrecy 

of the vote is one of the main principles that is related to the right to vote and can challenge public reassurance in the e-

voting process. Secrecy of the vote refers to not being “possible to associate a vote with a specific voter” [12].  

Election observation plays a crucial role in ensuring the transparency of e-voting, as highlighted in paragraph 8 of 

the 1990 CSCE/OSCE Copenhagen Document. Political representatives, candidates, and observers must be able to 

oversee the activities of election authorities at every level, particularly during the voting, counting, and tabulation stages. 

Transparency also involves the responsibility to ensure that all election participants, including voters, are given adequate 

resources to understand how the new voting technology works [12]. 

We firmly believe that trust in the e-voting process, which encompasses the adoption and integration of e-voting 

technology, the execution of the election, the counting of votes, and ensuring transparency for all stakeholders, offers a 

more thorough understanding of trust in e-voting. As a result, the following hypothesis is proposed: 

H3: Trust in the e-voting process is positively related to citizens’ ‘trust in e-voting’. 
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3.4. Perceived Public Value, Citizens’ Trust, and Usage Attitude 

The perceived public value (PPV) “refers to the extent to which a person believes that using a specific system will 

allow citizens to voice their opinions, resulting in improved public governance, convenience, accountability, and 

transparency” [11, 76]. In their study, Al-Hujran et al. [11] substituted the PU element of the TAM model with the PPV 

construct, arguing that “PPV is a more comprehensive factor in non-organizational contexts where the use of technology 

is voluntary” [11].  

The implementation of e-voting is regarded as a governmental effort to improve the democratic process and 

encourage greater citizen involvement in elections [23, 77]. Nonetheless, the integrity of the election process remains a 

critical determinant of public trust and support for digital voting systems, which are often viewed as less reliable than 

traditional in-person methods [78]. The current study suggests that when the e-voting process is perceived as offering 

greater convenience, accountability, and transparency, it enhances the PPV of the system. Consequently, this increased 

value is expected to foster greater trust among citizens in the e-voting platform. Based on this reasoning, the following 

hypothesis is suggested: 

H4: ‘Perceived public value’ positively relates to citizens’ ‘trust in e-voting’. 

Several scholars argue that the accomplishment of any e-government initiative is greatly dependent on how citizens 

perceive its value [79, 80]. Being an e-government initiative, e-voting is believed to deliver public value by allowing 

citizens to “voice their opinions and engage in the decision-making process” [81]. Additionally, governments adopt 

electronic systems to improve the quality of the information and provided services, promote better governance, and 

ensure greater transparency and accountability [44]. This study evaluates the perceived value of e-voting in empowering 

citizens to express their views, which in turn is expected to foster improved public governance and a more favourable 

attitude toward the use of e-voting systems. Based on this premise, the subsequent hypothesis is propositioned: 

H5: ‘Perceived public value’ positively relates to citizens’ attitudes of using the ‘e-voting system’.  

3.5. Perceived Ease of Use, Citizens’ Trust, and Usage Attitude 

This study adopts the definition of PEoU by Davis [15], which refers to “the degree to which a person believes that 

using a particular system would be free of effort.” From the perspective of voters, this relates to the “effort expectation,” 

or how simple it is to learn and operate a new technology. As noted by Ali et al. [82], individuals are more inclined to 

engage with government portals that used and navigated easily. In line with the TAM, a key factor for the success of any 

new initiative is understanding users’ expectations regarding the time and effort required to adopt the technology [83]. 

Furthermore, Gronier et al. [10] assert that user trust increases when websites are user-friendly. By the same logic, we 

propose that a user-friendly e-voting platform will boost citizens' trust in the system, leading to the following hypothesis:  

H6: ‘Perceived ease of use’ positively relates to citizens’ ‘trust in e-voting’. 

In their study, Xin et al. [40] emphasize that e-government services must be clear and easy to use in order to be 

accessible to individuals with limited internet skills. They contend that effort expectancy positively influences citizens’ 

attitudes regarding the usage e-government services Xin et al. [40].  

H7: ‘Perceived ease’ of use is positively related to citizens’ attitudes of using the ‘e-voting system’.  

3.6. Citizens’ Trust, Usage Attitude and E-Voting Usage Intention 

In his study, Avgerou [84] examined citizens’ trust in e-voting as a multifaceted concept involving both the 

institutions responsible for overseeing elections and the technologies used for voter registration, vote casting, result 

aggregation, and dissemination. Warkentin et al. [85] highlight the critical role of government bodies in ensuring 

electoral integrity and fostering trust in e-services. Similarly, Baudier et al. [1] identify trust in the voting system as the 

most influential factor in the electoral process.  

In a study conducted by Decman & Kozel [24], the explored the factors affecting Slovenian citizens’ willingness to 

adopt i-voting through the COVID-19 pandemic. Their findings confirmed that trust in the voting system positively 

influences voter attitudes, with a specific focus on trust in the Electoral Commission, the authority tasked with 

maintaining electoral integrity [14, 24, 48]. Based on these insights, this study posits a positive relationship among 

citizens’ trust and their attitude aimed at using e-voting system, leading to the following hypothesis:  

H8: Citizens’ trust in e-voting is positively related to citizens’ attitudes towards usage. 

Research indicates that public confidence in the voting process and the underlying technology significantly influences 

their intention to adopt i-voting [26, 51]. Furthermore, research by Ali & Al Mubarak [86] and Mensah [14] demonstrates 

that trust in electoral management institutions is a key determinant of citizens' willingness to engage in electronic voting. 

Similarly, this study posits that trust in e-voting has a positive effect on Albanian citizens’ intention to use the system. 

Based on this reasoning, the subsequent hypothesis is proposed: 

H9: Citizens’ ‘trust in e-voting’ is positively related to ‘e-voting usage intention’.  
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The TRA [68] and TAM [15] both highlight the significant role that individual attitudes play in embracing novel 

technologies. In the realm of e-government, it is suggested that citizens with a favourable attitude toward such services 

are more inclined to plan on using them [87]. Numerous studies have established a positive and direct relationship 

between citizens' attitudes and their intention to engage with e-government and e-voting systems [14, 26, 48, 87, 88]. 

Aligned with this view, the present study argues that citizens' attitudes significantly contribute to their willingness to 

adopt e-voting. 

H10: Citizens’ usage attitude is positively related to e-voting usage intention.  

4. Research Methodology 

Research methodology is the methodical and theoretical foundations of the research approach employed in the field 

of the proposed research study [89]. Research is the organized practice of gathering and examining data to reveal new 

knowledge. It is also feasible to carry out additional research and theory expansion for currently extended theories [90]. 

The present study, “Factors influencing Albanian Citizens’ Adoption of e-voting”, which is “positivist” in nature, 

presumed that a quantitative research design is suitable in this context [91]. Theoretical models and hypotheses are 

frequently examined using quantitative approaches; therefore, a survey-centred, quantifiable, analytic method was 

employed in this study. Further, a thorough analysis of literature is the principal part of quantitative research to formulate 

or develop hypotheses. The philosophical and hypothetical underpinning of contemporary research entails theory testing 

and theory construction [92]. For each construct, the measurement items were specifically chosen from the literature, 

theoretical claims, variables, and factors were carefully selected, and their implications were examined [93] the review 

of the literature and were thought to capture every facet of the construct domain. As a result, the previous section confines 

a comprehensive review of the existing literature on e-voting system adoption. 

The three steps processes planned below are used for examining the proposed hypotheses and validating the suggested 

framework including associated instrumental items [93]. 

4.1. Survey  

Examining and analysing the proposed theoretical e-voting adoption framework was the main purpose of the current 

research study. This research utilized survey practice to assess the various constructs influencing the adoption of e-voting 

in Albania. The survey is a conventional research technique to approach the participants to gather their appropriate 

experience concerned with the usage of technology for performing the task. Through the survey, the respondent’s 

perception, and behaviour concerning technological usage, technological usage experience, trait, and expertise might be 

captured [94, 95]. When latent constructs or factors in a conceptualized framework are to be measured then survey 

approaches in quantitative research should be considered [96]. A survey questionnaire was designed and developed based 

on ongoing research on digitally transformed e-voting adoption to make sure that the survey was relevant and suitable 

for the proposed ongoing study. A five-point Likert scale, with responses ranging from 'strongly disagree' (1) to 'strongly 

agree' (5), was employed to indirectly assess the latent constructs [97]. It was important to execute a pilot analysis with 

a minor set of data to assess the relevance, reliability, and validity of data and also to create the measuring scale, a pilot 

analysis was conducted using SPSS [98]. Appendix 1 comprises the measuring items’ scale.  

4.2. Sample Population and Pilot Study 

Given that most Albanian citizens have already been using e-government services across various contexts, a 

random sampling approach was adopted, ensuring that majority of respondents were well-qualified to provide 

accurate results. In this study, simple random sampling, a type of non-probability sampling, was employed. 

Respondents received the surveys online. However, in certain cases, further measures were used to persuade 

respondents to set aside time to complete the questionnaires. Simple random sampling involves selecting sample 

members at random from the population, paying no heed to the population's existing stratification. It is vital to 

consider the existing sampling methods' methodological advantages and disadvantages. Convenience sampling 

makes it easier for participants to participate, but it may introduce biases. Random sample, on the other hand, offers 

higher validity and reliability. Researchers should think about using more reliable sampling methods and increasing 

the size of their samples to improve the generalizability of their findings in order to progress the discipline [99]. The 

possibility of including participants with varying social-demographic profiles in the sample was taken into 

consideration when constructing the questionnaire. However, Albania is a relatively small country in southern 

Europe with doesn’t have wide variability in the country’s demographics.  

To gather information about the citizens’ adoption of e-voting in Albania, 308 Albanian citizens were asked to fill 

out surveys. A Google form containing the survey questions and the participant's consent statement was produced, and 
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the link to the form was distributed to the Albanian participants. The Google Forms link was distributed using WhatsApp, 

and other social media platforms were used for disseminating the Google Forms link, which helped us to inform the 

people promptly and didn't cause any technical issues for survey respondents to submit their answers [95]. Female survey 

participants with 66.23% were more than the male participants with 33.76%. Master’s degree participants were higher 

with 199 out of 308, whereas the remaining were 35 – PhD, 50 with bachelor’s degrees, and 23 with high school 

diplomas. Participants with various age groups were (88 – above 45 years age; 54 – above 40 years age; 56 – above 35 

years age; 36 – above 30 years age; 29 – above 25 years age; and 45 – years age 18 and above). The preceding distribution 

of gathered data clearly explains the great diversity of participating citizens in the data collection process, which was 

carefully followed. Gunzler et al. [100], in their study stated that sample sizes of 200 may be regarded as substantial and 

acceptable for most research model validations. Additionally, for a quantitative analysis to be deemed adequate, the 

sample size for SEM must equal or exceed 200 participants. There were 308 acceptable responses received from the 

survey participants. Table 1 shows the pilot study’s outcomes achieved through evaluating Cronbach's alpha: αc of the 

proposed scale’s constructs. The Cronbach's alpha values for each of the factors were greater than or equal to the 

threshold limit of 0.7 [101]. 

Table 1. Pilot study results with sample size 30 

Factors / Constructs Terms αc 

Government Gov 0.948 

Technology Tech 0.803 

Process Pro 0.847 

Perceived Public Value PPV 0.913 

Perceived Ease of Use PEOU 0.912 

Trust TST 0.926 

Usage Attitude UA 0.932 

E-voting Usage Intention EUI 0.875 

4.3. Structural Equation Modelling 

The volume of theoretical analyses and studies now employs the widely recognized SEM technique, particularly in 

the field of adopting emerging information technologies. The survey data were evaluated using SEM statistical analysis, 

which is thought of as a “second-generation procedure” in today's research surveys [96]. SEM provides statistical 

findings for overall model fit and allows estimation of all potential correlations between observable and latent variables 

simultaneously by combining multiple regression and component analysis [102]. It was determined to use SEM as an 

advanced inferential analysis approach for this research because it aims to evaluate a proposed framework with multiple 

dependent variables and support hypotheses, ensuring robustness in the outcomes. Confirmatory Factor Analysis (CFA) 

was used to evaluate the “measurement model” which is the first step of the SEM process and path analysis was used to 

evaluate the structural model which is the second step of the SEM process [93, 103]. Further, the “validity and reliability” 

of the scale and constructs were determined by Measurement Model Fit (MMF), as demonstrated by Cronbach's (α), 

convergent validity, and discriminant validity assessments [93]. 

5. Data Analysis and Research Results 

Various statistical techniques were employed by researchers to formulate and validate the research outcomes. In the 

first generation, factor analysis and regression analysis were widely employed and prevalent. Since the 1990s, there has 

been a drastic shift toward more complex multivariate techniques like SEM, which has dominated the field of study in 

the second generation of research [104]. MMF indices and structural model fit indices are the two main components that 

are followed to analyse the model as part of SEM. 

Before conducting the formal SEM analysis, specifically the MMF and Structural Model Fit (SMF) assessments, we 

first analysed voter attitudes toward e-voting and its associated constructs. Figure 2 displays a stacked bar graph 

illustrating voter perceptions across eight key constructs: Government, Technology, Process, Perceived Public Value, 

Ease of Use, Trust, Usage Attitude, and e-Voting Usage Intention. Each construct is broken down into five response 

categories: Strongly Disagree, Disagree, Neutral, Agree, and Strongly Agree. 
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Figure 2. A stacked bar graph illustrating voter perceptions across e-voting constructs 

Overall, voters exhibit a generally positive attitude toward e-voting, particularly regarding Ease of Use, Usage 

Attitude, and Usage Intention. However, a moderate proportion of neutral responses suggests there is room to strengthen 

voter confidence through targeted education and communication initiatives. Notably, slightly higher levels of 

disagreement are observed in the Government and Technology categories, indicating persistent concerns around security 

and transparency. Addressing these issues will be critical to building trust and enhancing the perceived public value of 

e-voting systems, both essential for driving broader adoption. While voter sentiment toward e-voting is largely 

favourable, especially usability, perceived value, and intent to use, specific concerns over governmental involvement 

and technological robustness remain. These findings highlight the importance of ongoing trust-building efforts. 

5.1. MMF Analysis  

The MMF evaluation in this research was executed using AMOS Graphics V.24. The preliminary research was 

conducted by employing CFA and the scale’s “validity and reliability estimation” which are part of the SEM statistical 

approach for confirming the proposed MMF in this study [93]. CFA was employed to evaluate the measurement model, 

aiming to verify whether the constructs exhibited adequate validity and consistent reliability within the proposed scale. 

The primary objective of CFA is to identify the factor structure, helping researchers determine how effectively the 

observed variables represent their underlying factors [103]. This was done before considering the implied theoretical 

framework and making conjectures about the relationships between the included constructs and their embraced items. 

Two metrics were considered in order to obtain the measurement model's fit: goodness-of-fit (GOF) and the measurement 

model's validity and reliability [93]. "Chi-square (χ2), goodness of fit index (GFI), adjusted goodness of fit index (AGFI), 

root mean square of error approximation (RMSEA), comparative fit index (CFI), incremental fit index (IFI), root mean 

square residual (RMR), normalized fit index (NFI), and Tucker–Lewis Index (TLI)" were among the MMF indices 

proposed by Hooper et al. [105] that were taken into consideration. Table 2 shows the CFA results pertaining to MMF. 

Table 2. CFA test results 

CFA Results Scale Values References 

Chi-square 1.749 <3 

[103, 105-108] 

GFI 0.937 >0.9 

AGFI 0.905 ≥0.85 

CFI 0.948 ≥0.85 

RMR 0.041 <0.05 

NFI 0.950 ≥0.85 

RFI 0.932 ≥0.85 

IFI 0.948 ≥0.85 

TLI 0.942 ≥0.85 

RMSEA 0.038 <0.08 
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MMF's second step involves measuring the suggested scale's “validity and reliability”. By utilizing a variety of 

established analysis practices, we assessed the “validity and reliability” of the involved constructs included in the 

suggested framework. The internal consistency of the 40 proposed items for the scale is confirmed through the 

application of Cronbach's (α) test. Cronbach's (α) was used to assess the proposed scale's reliability and values within 

the range of 0.78 to 0.85 were found to satisfy the Cronbach's (α ≥ 0.7) criterion set by Hair et al. [93]. The following 

step was to determine the construct’s validity. Construct’s validity is determined by calculating the “discriminant and 

convergent validity” of the proposed constructs [109, 110]. According to Bagozzi & Yi [108] and Hair et al. [93] 

“convergent validity was assessed using the following criteria: (i) factor loading or standardized regression weights 

>0.50; (ii) average variance extracted (AVE) >0.50 of each construct; and (iii) composite reliability (CR) >0.70” as 

also mentioned in Zaidi et al. [111] study. Table 3 illustrates that the results collected exceeded the requirements for 

convergent validity. 

Table 3. Reliability and validity tests results 

Constructs /Factors Scale’s Items 
Factor 

Loadings 

S.M.C. 

(R2) 

Cronbach 

(αc) 
C.R. A.V.E. 

Government 

(Gov) 

Gov1 0.661 0.623 

0.933 0.859 0.550 

Gov2 0.810 0.436 

Gov3 0.738 0.656 

Gov4 0.701 0.544 

Gov5 0.699 0.490 

Gov6 0.661 0.623 

Technology 

(Tech) 

Tech1 0.772 0.596 

0.877 0.851 0.535 

Tech2 0.691 0.478 

Tech4 0.827 0.683 

Tech5 0.683 0.467 

Tech6 0.671 0.450 

Process 
(Pro) 

Pro1 0.748 0.559 

0.882 0.880 0.586 

Pro3 0.811 0.658 

Pro4 0.769 0.592 

Pro5 0.796 0.633 

Pro6 0.699 0.488 

Perceived Public Value 

(PPV) 

PPV1 0.720 0.518 

0.902 0.839 0.505 

PPV2 0.770 0.593 

PPV3 0.743 0.553 

PPV4 0.666 0.444 

PPV5 0.647 0.419 

Perceived Ease of Use 

(PEOS) 

PEOS1 0.699 0.489 

0.904 0.813 0.511 
PEOS2 0.718 0.516 

PEOS3 0.768 0.590 

POES4 0.640 0.410 

Citizen’s Trust 
(CT) 

CT1 0.763 0.583 

0.868 0.828 0.547 
CT2 0.786 0.617 

CT3 0.697 0.486 

CT4 0.709 0.503 

Usage Attitude 

(UA) 

UA1 0.832 0.693 

0.899 0.826 0.545 
UA2 0.812 0.659 

UA3 0.764 0.584 

UA4 0.737 0.543 

E-voting Usage Intention 

(EUI) 

EUI1 0.664 0.441 

0.832 0.857 0.579 
EUI2 0.788 0.621 

EUI3 0.842 0.709 

EUI4 0.739 0.546 
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After performing various rounds of AMOS MMFs, items (Tech3., Pro2, and EUI5) were dropped from the 

proposed framework. Additionally, the MMF was verified using the discriminant validity test [93]. For confirming 

the discriminant validity, obtained values as outcomes in the diagonal are evidently higher than values in the other 

columns, as shown clearly in Table 4. Each individual construct's “discriminant validity” points toward how 

appropriately it can be revealed that it determines various constructs or factors. By interpreting test findings, we can 

verify that every test that came before it showed that the MMF was found to be suitable for examining the structural 

model fit in a later stage. 

Table 4. Discriminant validity test results 

 Tech PEOS PPV CT EUI Pro Gov UA 

Tech 0.789        

PEOS 0.102 0.708       

PPV 0.091 0.142 0.735      

CT 0.047 0.049 0.015 0.739     

EUI 0.079 0.022 0.007 0.152 0.740    

Pro 0.086 0.125 0.082 0.040 0.024 0.743   

Gov 0.131 0.122 0.057 0.027 0.067 0.046 0.741  

UA 0.047 0.037 0.044 0.058 0.101 0.139 0.289 0.747 

The next step explains the hypothesis testing using structural model fit. 

5.2. Structural Model Fit Analysis 

After assessing the MMF's validity and reliability for the suggested scale, the next stage involved utilizing structural 

model fit indices to assess the proposed components' hypothesized associations. We carried out a structural model fit 

estimation to evaluate the predictability of the model and the significance of the constructs’ relationships [93]. SEM has 

developed a technique for determining the correlation between latent variables, and the hypothesized relationships were 

confirmed by path analysis through AMOS graphics. Table 5 exhibits the structural model’s fit evaluation results. In this 

structural model fit evaluation, the critical-ratio or t-value (benchmark >=1.96), path coefficient value (β), and p-values 

at (≤ 0.001***; ≤ 0.01**; < 0.05*) were computed as indicated by Hair et al. [93]. 

Table 5. Hypothesis test results 

Hypothesis Path S.E. 
Path 

Coefficient (β) 

C.R. 

(t-value) 
P-level 

Hypothesis 

Accept/Reject 

H1 Gov → CT 0.040 0.17 2.589 0.010 Accept 

H2 Tech → CT 0.075 0.25 3.585 *** Accept 

H3 Pro → CT 0.057 0.50 5.860 *** Accept 

H4 PPV → CT 0.045 -0.07 -1.115 0.265 Reject 

H5 PPV → UA 0.057 0.21 3.207 0.001 Accept 

H6 PEOS → CT 0.073 0.81 7.408 *** Accept 

H7 PEOS → UA 0.093 0.39 3.386 *** Accept 

H8 CT → UA 0.136 0.38 3.391 *** Accept 

H9 CT → EUI 0.104 0.36 3.690 *** Accept 

H10 UA → EUI 0.101 0.52 4.583 *** Accept 

We provided the verified version of the theoretical framework we had proposed for assessing consumers' e-voting 

adoption after the structural and measurement models were successfully implemented. Figure 3 indicates the intended 

proven e-voting adoption framework, which models all accepted and rejected hypothesized relationships. 
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Figure 3. E-voting adoption framework  

6. Findings and Discussion 

The aim of this recent empirical study was to investigate the factors that affect the adoption of e-voting and Albanian 

citizens intentions to continue using e-voting systems. This study was piloted to identify and evaluate the novel factors 

influencing citizens’ acceptance of electronic voting (e-voting) in Albania through a quantitative analysis. Data were 

collected via a structured questionnaire distributed to a representative sample of Albanian citizens, and the responses 

were analysed using SEM to validate the hypothesized relationships between proposed constructs and e-voting 

acceptance. As mentioned in the framework development section, the TAM model [15] was considered as the base model 

in this study. Further, TAM theory has been blended and used in other distinct aspects to define certain contexts in 

diverse research settings. Thus, the current study found several decisive factors to ascertain the citizens’ e-voting 

adoption and intention to continue the usage of e-voting. Following a careful examination of the literature and the impact 

of intended adoption on the use of e-voting systems in Albania, eight factors/constructs were found significant. The 

impact of each of these eight factors was measured using AMOS software, and path coefficients (β) were determined to 

confirm the constructs’ relationship as illustrated in Figure 2. Results indicate that eight of the ten hypotheses were 

validated and confirmed the hypothesized relationships among proposed factors. Figure 2 shows positive hypothesized 

relationships of hypotheses from H1 to H10, excluding H4, which couldn’t meet the criteria. The endogenous factors in 

the newly presented integrated framework are CT, UA, and EUI, while the exogenous factors are Gov, Tech, Pro, PPV, 

and PEOS.  

Hypothesis H4 with relationship (PPV → CT) was not proven due to insignificant threshold criteria including 

negative critical ratio (-1.115 <1.96), p-value .265, and β (-.07). This result endorsed that within the context of Albanian 

e-voting systems, citizen’s perceived public value as a factor didn’t influence citizen’s trust while utilizing e-voting. 

According to Constable et al. [112]. Public value can be expressed as “a systematic approach towards thinking with 

regard to public management and constant enhancements in public or citizens' services”, also promoting a strong sense 

of core accountability while offering public services to the citizens [113]. For academics, assessing public value is crucial 

to verifying theories regarding the potential origins and effects of public value. It is sometimes challenging to 

quantitatively evaluate theories about how to maximize public value or the influence public value has on citizens' lives 

without a valid and reliable way to quantify an organization's public value [114]. In the contemporary e-governmental 

environment, which is surrounded by both the digital age and the traditional information asymmetry between the 

government and citizens, e-government is not limited in its integrity as a public value but rather as a fundamental 

condition for governance. Reducing corruption in a nation requires efforts in many facets of society. As with the 

correlation between political stability, as it relates to politics, and factors such as corruption, transparency, openness, and 

accessibility in public administration, is strongly linked to corruption [115]. As a result, e-government is highlighted as 

a cutting-edge tool and a successful promotion strategy. This preceding discussion establishes the connection between 

public honesty, government trust, and the development of e-government. The fundamental assumption related to public 

value is that a nation with a high degree of integrity would also have a high level of trust in its government. The discussion 

also emphasizes the importance of the relationship between the perceived value of public interest in e-government and, 

therefore, building public trust in the e-government system. 

The path analysis of the hypothesized association H1 between (Gov→ CT) indicates a positive relationship between 

citizens' trust in the government e-voting system with accepted values (β =0.17, t =2.589, **p-value), and this finding is 

in line with. The study of Sindermann et al. [51] entitled “Internet voting: the role of personality traits and trust across 

three parliamentary elections in Estonia” confirmed the relationship amongst e-government voting openness with 

citizens’ trust and explained how the role of government in the e-voting system enhances the citizens’ trust. Further, 



HighTech and Innovation Journal         Vol. 6, No. 3, September, 2025 

946 

 

within the context of e-government service acceptance, similar positive relationships have been observed between e-

government and citizens’ trust in other studies [116, 117]. The government (Gov) in the present study considers various 

items in the proposed scale embraced “free and fair election through e-voting, integrity, competence, safe electronic 

service, and effective e-voting” to the citizens. These scale items for measuring government efforts play an important 

role in building citizens’ trust toward the adoption of e-voting. The preceding arguments brought us to the inference that 

perceptions of the government agency's honesty and capacity to deliver e-services are referred to as trust in the 

government agency because this confidence reflects the perception of dependability and integrity; thus, citizens must 

have faith in their government agency and its e-services. Voters will evaluate how their personal information will be 

utilized because e-voting entails the exchange of personal information between the voter and the voting organization. 

Additionally, voters must have faith that the organization running the e-voting, whether it be the government or a third 

party, has the resources and intelligence needed to set up and safeguard the voting system. This assurance and conviction 

will foster trust, which has a significant influence on the adoption of technology in our study of e-voting. Prior research 

has demonstrated a relationship between trust and the perceived value of online services comparable to the relationship 

of e-voting with e-government [118]. Furthermore, it has been suggested that e-voting online may depend on one's level 

of trust in a government agency. Some governments frequently enlist the help of a third party to oversee the technology 

behind the services they offer (for instance, perhaps outsourcing the entire system and procedure to a private vendor) 

[85]. Although previous research looks at citizens' trust in government organizations when it comes to online voting, it 

is unclear if citizens will trust a private third party and how their intention to vote online will be impacted by that trust. 

For this reason, previous studies recommended incorporating a third party into the online voting trust process.  

Hypothesized relationship H2 confirmed the path and positive association between (Tech → CT) with values (β 

=0.25, t =3.585, ***p value), which means that the technological aspect of e-voting affects the citizens’ trust while 

citizens perform e-voting. The perception of technology construct (Tech) in this study incorporates various items on a 

proposed scale, including secured e-voting for elections, uninterrupted technology while citizens cast their votes, an 

error-free robust software system, and a user-friendly interface. A recent study by Zhu et al. [5] examines “the multi-

dimensional trust of technology in citizens’ adoption of e-voting in developing countries” and studies the effect of 

security and privacy of citizens in building technological trust. The finding of the present study not only emphasizes 

security and privacy issues in e-voting but also covers other software and hardware-related technological aspects, as 

mentioned earlier in the explanation of the hypothesized relationship. The development of citizens’ trust in e-voting is 

intimately associated with trust in the government electoral agencies as well as the technology that is in place for offering 

e-voting systems to the citizens [5, 84, 119]. In the context of an organization, trust is the readiness to put one's faith in 

someone else. The adoption of internet-based technologies, such as websites, cloud services, mobile services, and 

security apps, is significantly influenced by trust. It also established how important trust is in systems related to e-

government and e-commerce. Various academic studies have previously looked at the variables influencing the adoption 

of online voting. Trust has been identified as one of the primary determinants of adoption and acceptance among these 

characteristics. Carter & Belanger discovered that American individuals' intentions to use online voting are highly 

influenced by their perceptions of compatibility, simplicity of use, and faith in the government and the Internet. 

Technological, institutional, and social variables all have an impact on e-voting trust. To achieve this, scholars have 

investigated and tackled technology-related issues pertaining to trust, including data secrecy, message integrity, and 

authentication. The role of trust in technology and in an organization that oversees the voting process (usually a 

government agency) has been studied by others[85, 118].  

Analysed results related to hypothesis H3 confirmed a positive relationship among (Pro → CT) and showed the effect 

of the e-voting process on building citizens’ trust. This relationship was observed as positive with the accepted 

benchmark path analysis values (β =0.50, t =5.860, ***p value). Governments have been forced to act and use internet-

based solutions to help their population because of the worldwide push for digitization. Internet voting is one such 

approach that has drawn increasing attention. IT-based voting, also known as e-voting, has been used to describe a 

variety of techniques, including electronic voting machines, punch cards, optical scans, private computer networks, 

internet-based applications, or specialized voting kiosks. In addition to voter restraint and the possibility of electoral 

fraud, traditional voting systems, which use a paper-based procedure, are frequently regarded as ineffective and fraught 

with security problems [118]. Therefore, the role of government agencies' e-voting process selection becomes pivotal in 

executing the e-voting system in their respective countries. This means government electoral agencies should adhere to 

a robust e-voting process to gain the utmost citizens’ attention so that citizens get inclined to maximize their participation 

in the e-voting process. Citizen identification, explanation of the clear e-voting process, transparency in e-voting, and 

the process to limit casting an e-vote once were considered as relevant scale items to measure process factors in the 

present study. Alomari [23] in his study mentioned that “the primary indicators of public trust in the Jordanian 

government are its capacity to conduct various e-voting procedures, process and handle various forms, and give residents 

up-to-date election-related information”. Our results are comparable to some former studies [14, 120] associated with e-

government service adoptions with respect to different countries, where performance expectations “a decisive factor” 

considered as in the e-government process, and its effect on citizens’ trust was found to be positive. According to Zaidi 

et al. [119], trust in e-government refers to people's belief that they are shielded from fraud, uncertainty, and harm when 

utilizing e-government services. One technological solution offered by government organizations is trust in e-

government, and citizens who expect government employees to be trustworthy have a reciprocal relationship between 

government entities that provide public services and the private sector.  
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People's faith in e-government is demonstrated in their interactions with the government, where they believe it will 

behave justly and fairly [121]. The availability of information that enables external stakeholders to keep an eye on an 

organization's internal operations is known as transparency; more precisely, it is contemplated as the process 

transparency. Many citizens believe that increasing government openness is one way to enhance governance. 

Governments can prevent problems like corruption, improve their effectiveness and credibility, and encourage good 

governance with the aid of openness. Transparency, or the right to know, was considered a fundamental human right. 

The growth and spread of the online environment in the modern period appear to have made it easier for governments 

to make additional information available to the public for the benefit of citizens. Process transparency is currently seen 

as the solution to one of the most subtle problems facing governance: citizens' growing mistrust of the government [48].  

Hypothesized relationship H4 was negative and rejected as discussed earlier; however, hypothesized relationship H5 

among (PPV → UA) proves the positive confirmed hypothesized relationship via accepted benchmark values (β =0.21, 

t =3.207, .001-p value). This finding is similar to the study of Xin et al. [40] which confirmed the relationship among 

public values and citizen’s attitudes. Within the context of government public value, to reclaim the citizens' confidence, 

governments should employ modern electronic government systems to improve public governance, openness, 

government information and services, and accountability [44]. H5 hypothesized relationship amongst PPV and UA 

identified as positive where PPV factor considers essential factor items involving convince, openness, accountability, 

and smooth accessibility as scale items regarding the government e-voting system in Albania. According to Bannister & 

Connolly [122], the “Public value of E-government is known that technology is not value-free; rather, its implementation 

is driven by perceived values”. Knowledge of public sector management is necessary to comprehend e-government and 

the benefits it is meant to provide. Public and private organizations have different concerns, even though they both exist 

to benefit people. While government organizations serve individuals as constituents, private organizations serve people 

as consumers and strive to maximize profit. Because of this, government agencies are more concerned with accounting 

for "public value" in addition to seeking financial revenue to maintain their operations [123]. The concept of public 

value, according to Cordella & Bonina [124], is a more effective way to handle the intricate sociopolitical effects of ICT 

adoption in the public sector. Public sector changes, according to the public value framework, are composite results of 

widely held expectations of justice, legitimacy, and trust; their impact would vary depending on the social and political 

environment. The preceding discussion emphasizes on various factors where citizens’ attitudes are formed due to public 

value.  

Hypothesis H6 and hypothesis H7 were found positive and have shown significant positive relationships among 

(PEOS → CT) and (POES → UA) with accepted path values (β =0.81, t =7.408, ***p value) and (β =0.39, t =3.386, 

***p value). These two findings explain that when citizens perform e-voting to cast their vote, then “perceived ease of 

use (PEOS)” is an essential factor that affects the citizens’ trust and fosters citizens’ attitudes toward utilizing the 

government e-voting system. Similarly, the study of Alomari [23] presented the relationship between perceived ease of 

use and adoption attitude towards the e-voting system. However, within the context of e-government adoption, few 

studies [14, 120] examined the relationship between effort expectancy and citizens’ attitudes concerning e-government 

adoption. PEOS factor in the authors’ present study comprises the items “e-voting process clarity, understandability, 

flexibility, quickness, skilfulness, and tracking voting results” in the proposed scale. In a variety of application domains, 

such as online voting and e-government, perceived ease of use is positively correlated with usage attitude and trust. Yang 

et al. [41] highlight that a usable system illustrates the efforts made by a service provider to make the online system less 

complicated and easier to use, lowering the effort needed from the target consumers. As a result, service providers gain 

credibility. If an online voting system is user-friendly, citizens will view it as an attempt by the organization to establish 

a reliable environment. Users will be more inclined to believe the organization using e-voting in this responsible setting. 

Perceived usefulness illustrates a person's conviction that utilizing a system will enhance performance. According to 

Davis [15], a technology's perceived utility and usability play a major role in its acceptability. Since then, one of the 

most important indicators of technology acceptance is usability embraced in various research settings. Our other 

important assumption is that people view e-voting as more beneficial when they have confidence in the government, but 

this is not the case when a third party oversees the process. These results suggest that citizens must first feel a certain 

degree of inclination towards e-voting services before they can develop a positive opinion and attitude toward them. 

Having said that, e-government services such as e-voting must be advantageous to users and make it easier for them to 

perform [125].  

Hypothesized association H8 between (CT → UA) along CT shows a positive relationship with citizen’s UA through 

anticipated benchmark values (β =0.38, t =3.391, ***p value) in this present e-voting adoption study. Likewise, studies 

of [23, 24, 120, 126] also confirmed the relationships among e-government service, citizens’ trust, and citizens’ adoption 

attitude. Factors CT and UA in the proposed framework embraced scale items “corruption-free voting, confidentiality, 

transparency” and “improve efficiency, increase voter turnout, increase voter’s motivation”, which were found very 

much relevant to the chosen factors. Our study is in line with the study of Decman & Kozel [24] entitled "Examining 

the Impacts of Technology and Trust on I-Voting Acceptance in the COVID-19 Aftermath,” which studied the impact 

of technology on trust in institutions and technology. According to Decman & Kozel [24], trust in the internet voting 

system and electoral administration has an optimistic influence on voters’ voting attitudes. The term "trust in technology" 

refers to the collection of technologies that make it possible to use an e-service, and it is somewhat broad. Since trust 
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has been demonstrated to positively affect citizen participation in the operation of government and society, it is essential 

when ICT is used to support democratic processes (e-democracy) [127]. Building trust in e-services is mostly dependent 

on government organizations tasked with maintaining the integrity of the election process. The conviction that the 

government is a reliable source that can hold free and fair elections in a digital setting is known as faith in the online 

voting system. One of the most notable contributions of this study was the inclusion of citizens’ trust as a novel construct, 

separated into trust in technology and trust in government institutions. Both were statistically significant, with trust in 

institutions having a stronger impact. This emphasizes the importance of institutional transparency and accountability in 

shaping public readiness for digital transformation in governance.  

Finally, hypothesis H9 and hypothesis H10 were proven as positive and have flashed significant positive relationships 

between (CT → EUI) and (UA → EUI) with admitted path values (β =0.36, t =3.690, ***p value) and (β =0.52, t =4.583, 

***p value). Hypothesis H9 confirmed the relationship between citizens’ trust with e-voting usage adoption intention, 

and hypothesis H10 confirmed the relationship between citizens’ usage attitude and e-voting usage adoption intention. 

These two relationships are in line with previous studies [24, 120, 126, 128]. Predominantly, the findings related to 

hypotheses H8 and H9 may give preliminary credence to the idea that there are positive relationships between citizen’s 

trust in e-voting and citizens’ attitude and citizens’ adoption intention, at the same time Sindermann et al. (2023) [51] 

suggest that citizens’ trust may act as a mediator in the relationship between agreeableness and e-voting. Voter turnout 

has been demonstrated to be a habit-forming phenomenon. In other words, there is a good chance that someone who 

participates in elections once and has a positive attitude toward them will do so again. When the prospect of a new voting 

system presents itself, the question is whether the voter will still hold these views. We presume that sentiments on voting 

in elections through conventional means are mirrored in online voting, as proposed by Melenchuk & Khutkyy [129]. In 

light of the preceding studies, it is concluded that one important factor influencing the adoption of technology in its 

widest meaning is trust in it. Most of the research on online voting acceptance focuses on the portion of technological 

trust that pertains to the online exclusively. Potential internet voters in more developed nations are obviously accustomed 

to using the Internet through e-commerce services, but other aspects of Internet voting systems are less known and, as a 

result, are not as trusted. When employing Internet voting, we assume that voters view the Internet and associated 

services as a reliable platform. 

Therefore, governments who wish to implement e-voting in their respective countries should consider such factors 

to guarantee public confidence in terms of citizens’ trust in it. Consequently, these will lead the citizens to adopt e-voting 

and continue their intentions to use it in the future, too. The current study adds to the body of knowledge on this subject 

by examining the relationships between citizens’ behaviour toward the adoption of e-voting. Since technology is 

becoming more useful in the way governments provide services to the public, the adoption of e-voting systems has 

become increasingly important in recent years. Studying e-government usage from a variety of angles is crucial to 

provide important stakeholders with the space they need to make the most of it. When citizens use e-government 

platforms, systems, or technologies to receive government services, they frequently consider some important factors 

such as participation, transparency, and citizens’ confidence. Through literature and empirical research, this study offers 

a comprehensive description of these dimensions and their relationship to the TAM variables. As the TAM model is the 

base model adopted in this study so through modifications and extensions to the TAM’s fundamental principles, the 

newly proposed model for e-voting adoption reasonably evolved by appending several new factors and assessed in the 

context of e-voting adoption in Albania.  

7. Implications of the study 

7.1. Theoretical Implications 

In many ways, this study contributes to the body of knowledge and adequately responds to former calls for further 

quantitative studies on e-voting [130]. Within the perspective of e-voting, further quantitative investigations are highly 

sought and identification of the novel factors for evaluating the e-voting adoption is essentially required [33]. To the best 

of the associated authors’ knowledge, within the perspective of e-voting adoption, there is a great dearth of any dedicated 

framework. Several studies have used TAM to assess e-government services, but limited studies have been carried out 

to evaluate e-voting adoption. Those studies that used TAM show the genuine nonexistence of relevant factors in their 

extended TAM-based research, which didn’t cover the exclusive factors from governmental, technical, administrative, 

and human behaviour perspectives. Thus, to understand the e-voting adoption phenomenon, the inclusion of such 

exclusive factors to TAM was performed with careful consideration. TAM theory was extended to contemporary 

technology adoption theory in this study so that the implications of this extended theory could be evolved in the e-voting 

adoption domain. Considering the aforementioned arguments, we state that our study contributes significantly to the 

field of e-voting adoption evaluation from the citizens’ perspective. Our study formulated a unique framework by 

comprising novel factors such as Government, Technology, Process, Perceived Public Value, Perceived Ease of Use, 

Citizens’ Trust, Usage Attitude, and E-voting Usage Intention to study the adoption of e-voting in Albania. These 

incorporated new factors/constructs to the TAM were found to affect citizens' intentions to utilize e-voting systems. The 

study provides fresh perspectives on the intricate interplay among the factors affecting the uptake of new technologies 

in e-voting.  
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Considering the theoretical aspect, this study involved new factors/constructs of the TAM that were found to affect 

citizens' intentions to utilize e-voting systems. Additionally, this study contributes significantly to closing the gap 

between the implementation of an e-voting system in an Albanian society and its theoretical design. The study 

demonstrates that this e-voting adoption framework may be applied to determine the factors associated with the adoption 

of e-voting in particular south European countries too. We believe that this work advances the idea of e-voting and to an 

extent innovates the way to evaluate the adoption of e-government too.  

7.2. Practical Implications 

In addition to theoretical research implications, there are various implications to put into practice. Future potential 

for Internet applications in the political progression is continuously emerging, and the integration of e-services into the 

political process is expanding over time [128]. Citizens are concerned about using the Internet not just to gain information 

about voting but also willing to vote online instead of utilizing ballot paper, which is now termed as e-voting. It is 

recommended that government organizations leverage technological advancements to continuously enhance the 

simplicity and expediency of e-voting. According to Decman & Kozel [24] as mentioned in their study related to the 

impact of technology and trust in internet voting in Slovenia, the primary challenge is developing a transparent and safe 

voting technology system. Election administrations or agencies should be transparent to the public so that they are 

informed about these institutions' reliability, their ability to hold free and fair elections, and their proficiency with the 

technology that enables a smooth e-voting process. 

Considering the preceding arguments, the findings from this study could offer some practical implications. Involving 

eight novel factors in TAM, the extended TAM covers the administrative and technological aspects, and findings from 

this framework could direct government agencies on how to set up an organizational and technical framework to improve 

the likelihood of the e-voting process in their region or respective country. Since these contributions are exclusive to our 

research, the literature on e-government adoption has been enriched, especially regarding e-voting framework validation. 

Further, the findings of this study will provide valuable insights into the challenges associated with e-voting and how to 

persuade citizens to embrace it, particularly for the Central Election Commission, which oversees the implementation of 

e-voting initiatives in Albania. 

8. Conclusion 

The objective of the current study was to examine the factors that influence a citizen's intention to adopt e-voting 

using the TAM and Web Trust theories of technology adoption. This study examines Albanian citizens’ adoption 

intention to vote electronically by empirical data approach. 308 responders made up the sample size for this study. SPSS 

and AMOS software were utilized to perform SEM for analysing the data. The results showed a high degree of validity 

for the proposed constructions. When compared to previous studies on the acceptance of e-voting, our findings offer a 

more comprehensive empirical analysis of e-voting. To the best of our knowledge, this study is among the first to address 

and evaluate Albania's e-voting adoption intention of the introduced Albanian e-voting system. Thus, the present research 

contributes to the expanding corpus of literature on electronic voting. This study on the citizens’ adoption intention to 

vote electronically has increased our understanding of the TAM, which describes citizens’ acceptance and uptake of new 

technologies within the context of e-government. This study combines potential constructs of e-voting adoption among 

Albanian citizens to increase understanding of technology adoption models. The study provides fresh perspectives on 

the intricate interplay among the variables affecting the uptake of new technologies in e-democracies. Further, this 

concluded study has covered the primary factors that could affect citizens' adoption of e-voting. This study establishes a 

foundation for forthcoming research and investigations into other e-government services in Albania and to further 

validate the proposed framework. 

Election procedures could be revolutionized by the contemporary online voting system, which we call e-voting. E-

voting can increase voter turnout, particularly among older people and people living in distant places, by making voting 

easier and more accessible for residents using computers or mobile devices. Technology, institutions, and society all 

have an impact on e-voting. To achieve this, researchers have investigated and tackled technology-related issues 

pertaining to trust, including data secrecy, message integrity, and authentication. The role of trust in technology 

acceptance and the e-voting process has been studied by others, but not to such a depth as our model presents. In a 

broader sense, our results provide more evidence in favour of the generalizability of earlier research carried out in 

different settings, thus bolstering and expanding existing findings further. Even if people from different states have 

distinct, unique traits, it is helpful to confirm that perceived usefulness, perceived ease of use, trust, and usage attitude, 

other than government, technology, and process, appear to play a universal role in influencing the desire to vote online. 

We revealed evidence of a strong link between the intention to vote online and the two primary TAM components, 

perceived usefulness and perceived ease of use in line with results from earlier research, including [85, 118] which 

showed that the propensity to vote online is increased by perceived usefulness. Verifying earlier discoveries in a different 

setting enhances their applicability in this new setting and provides more proof of their generalizability. The findings 
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demonstrate that when voting agencies share values, people are more likely to trust them, whether they are governmental 

or commercial third parties. A common identity and the simplicity of online voting affect public trust in the agency. 

Additionally, the intention to vote online is increased by both TAM elements. By aiming to increase citizen voters' trust, 

usability, and convenience of use, we propose that the design of the e-voting artifacts, including user interface design 

components, should take our findings into consideration. Since technology is becoming more useful in the way 

governments provide services to the public, the adoption of e-government systems has become increasingly important 

in recent years. Studying e-government usage from a variety of angles is crucial to provide important stakeholders with 

the space they need to make the most of it. This study sheds light on Albanian citizens' adoption of e-government e-

voting technology. The findings of this study serve as a foundation for transforming laws and policies, as well as a forum 

for academics and researchers studying technology adoption.  

Given that the study's focus was on the e-voting service provided to citizens, future research may replicate this study 

in various contexts and community types, such as other Balkan nations, to standardize its use. To gauge how citizens use 

online and digital technology to cast their vote in online environment, it is advised that future research might include 

cross-national studies. Results from future research using different combinations of these variables may differ. 

8.1. Limitations and Future Work 

Our understanding of government e-voting, its advantages over ballot paper-based voting systems, and the variables 

affecting e-voting adoption in Albania has improved as a result of this study. There are, nevertheless, certain limitations 

to this study and have room for further investigation. This study is constrained by its scant discussion of the advantages 

of employing e-voting systems as well as the prerequisites and potential issues that may arise. Furthermore, the study 

only examined prevalent factors influencing voters' intentions to use e-voting, whereas how the technological e-voting 

process could be advanced and make the e-voting process fit for various electoral instances in the respective country is 

not emphasized. Security and risks as independent factors are also not substantially covered in the proposed framework; 

however, these are partially included in the trust factor as scale items. Sample collection was largely performed from the 

capital city of Tirana, Albania where citizens are aware of the technological aspects of the e-voting system. Since 

majority of survey participants had comparable ages and educational backgrounds, more research will be needed to 

address concerns pertaining to the digital divide. We further need to revalidate the proposed framework by considering 

the rural population of Albania and assess the rural citizens’ intention towards e-voting adoption. If the proposed 

framework is validated in other Balkan countries, then additionally, we will be able to evaluate the integrated factors’ 

functionality. 

9. Declarations  

9.1. Author Contributions 

Conceptualization, V.O. and S.Z.; methodology, S.Z.; software, V.O.; validation, V.O., S.Z., A.K., and M.H.; formal 

analysis, S.Z.; investigation, V.O.; resources, A.K.; data curation, V.O.; writing—original draft preparation, V.O., S.Z., 

A.K., and M.H.; writing—review and editing, V.O., S.Z., A.K., and M.H.; visualization, V.O. and M.H.; supervision, 

V.O.; project administration, V.O. and S.Z. All authors have read and agreed to the published version of the manuscript. 

9.2. Data Availability Statement 

The data presented in this study are available on request from the corresponding author 

9.3. Funding 

The authors received no financial support for the research, authorship, and/or publication of this article. 

9.4. Institutional Review Board Statement 

Not applicable. 

9.5. Informed Consent Statement 

Informed consent was obtained from all subjects involved in the study. A consent statement for the participants was 

included in the survey administered. 

9.6. Declaration of Competing Interest 

The authors declare that they have no known competing financial interests or personal relationships that could have 

appeared to influence the work reported in this paper. 



HighTech and Innovation Journal         Vol. 6, No. 3, September, 2025 

951 

 

10. References 

[1] Baudier, P., Kondrateva, G., Ammi, C., & Seulliet, E. (2021). Peace engineering: The contribution of blockchain systems to the 

e-voting process. Technological Forecasting and Social Change, 162, 120397. doi:10.1016/j.techfore.2020.120397. 

[2] Omotayo, F. O., & Adekunle, O. A. (2021). Adoption and use of electronic voting system as an option towards credible elections 

in Nigeria. International Journal of Development Issues, 20(1), 38–61. doi:10.1108/IJDI-03-2020-0035. 

[3] Rosacker, K. M., & Rosacker, R. E. (2020). Voting is a right: a decade of societal, technological and experiential progress towards 

the goal of remote-access voting. Transforming Government: People, Process and Policy, 14(5), 701–712. doi:10.1108/TG-03-

2020-0053. 

[4] Darmawan, I. (2021). E-voting adoption in many countries: A literature review. Asian Journal of Comparative Politics, 6(4), 482–

504. doi:10.1177/20578911211040584. 

[5] Zhu, Y. Q., Azizah, A. H., & Hsiao, B. (2021). Examining multi-dimensional trust of technology in citizens’ adoption of e-voting 

in developing countries. Information Development, 37(2), 193–208. doi:10.1177/0266666920902819. 

[6] Lippert, S. K., & Ojumu, E. B. (2008). Thinking outside of the ballot box: Examining public trust in e-voting technology. Journal 

of Organizational and End User Computing, 20(3), 57–80. doi:10.4018/joeuc.2008070104. 

[7] Abdala, M. B., Plescia, C., Boyer, M. M., & Brunetti, A. L. (2025). Trust in Government or in Technology? What Really Drives 

Internet Voting. Political Research Quarterly, 78(2), 783–796. doi:10.1177/10659129251321424. 

[8] Singh, S., Singh, P., Rosak-Szyrocka, J., & Vasa, L. (2024). 5G Opportunities in the South Pacific: Leveraging Low-Band 

Spectrum for Socio-Economic Development. HighTech and Innovation Journal, 5(2), 508-533. doi:10.28991/HIJ-2024-05-02-020. 

[9] Adeshina, S. A., & Ojo, A. (2020). Factors for e-voting adoption - analysis of general elections in Nigeria. Government 

Information Quarterly, 37(3), 101257. doi:10.1016/j.giq.2017.09.006. 

[10] Gronier, G., Reiter, S., & Becker, M. (2011). Quality of service and citizen profiling in e-Government. Proceedings of the 11th 

European Conference on e-Government (ECEG’11), 16-17 June, 2011, Ljubljana, Slovenia. 

[11] Al-Hujran, O., Al-Debei, M. M., Chatfield, A., & Migdadi, M. (2015). The imperative of influencing citizen attitude toward e-

government adoption and use. Computers in Human Behavior, 53, 189–203. doi:10.1016/j.chb.2015.06.025. 

[12]  Organization for Security and Co-operation in Europe (OSCE). (2013). Handbook for the Observation of New Voting 

Technologies. OSCE Office for Democratic Institutions and Human Rights (ODIHR), Organization for Security and Co-

operation in Europe (OSCE), Vienna Austria. 

[13] Hoffman, L. J., Lawson-Jenkins, K., & Blum, J. (2006). Trust beyond security: An expanded trust model. Communications of 

the ACM, 49(7), 94–101. doi:10.1145/1139922.1139924. 

[14] Mensah, I. K. (2020). Impact of Performance Expectancy, Effort Expectancy, and Citizen Trust on the Adoption of Electronic 

Voting System in Ghana. International Journal of Electronic Government Research, 16(2), 19-32. doi:10.4018/IJEGR.2020040102. 

[15] Davis, F. D. (1989). Perceived usefulness, perceived ease of use, and user acceptance of information technology. MIS Quarterly: 

Management Information Systems, 13(3), 319–339. doi:10.2307/249008. 

[16] Rogers Everett, M. (1995). Diffusion of Innovations, Free Press, New York, United States. 

[17] Central Election Commission (CEC). (2022). Report on 2021 Annual Activity. Central Election Commission (CEC), Albania. 

Available online: https://kqz.gov.al/ (accessed on September 2025). 

[18] OSCE. (2021). International Election Observation Mission Republic of Albania–Parliamentary Elections, Organization for 

Security and Co-operation in Europe (OSCE), Vienna Austria. 

[19] Office for Democratic Institutions and Human Rights. (2023). Republic of Albania Local Elections, 14 May 2023: ODIHR 

Election Observation Mission Final Report. Organization for Security and Co-operation in Europe (OSCE), Vienna Austria 

[20] Bouras, C., Katris, N., & Triantafillou, V. (2003). An electronic voting service to support decision-making in local government. 

Telematics and Informatics, 20(3), 255–274. doi:10.1016/S0736-5853(03)00017-0. 

[21] Oostveen, A.-M., & Van Den Besselaar, P. (2004). Internet Voting Technologies and Civic Participation: The Users’ Perspective. 

Javnost - The Public, 11(1), 61–78. doi:10.1080/13183222.2004.11008847. 

[22] Kumar, S., & Walia, E. (2011). Analysis of electronic voting system in various countries. International Journal on Computer 

Science and Engineering, 3(5), 1825-1830. 

[23] Alomari, M. K. (2016). E-voting adoption in a developing country. Transforming Government: People, Process and Policy, 

10(4), 526–547. doi:10.1108/TG-11-2015-0046. 



HighTech and Innovation Journal         Vol. 6, No. 3, September, 2025 

952 

 

[24] Decman, M., & Kozel, E. (2023). Examining the Impacts of Technology and Trust on I-Voting Acceptance in the COVID-19 

Aftermath. International Journal of Electronic Government Research, 19(1), 1–23. doi:10.4018/IJEGR.327454. 

[25] Angkhasakulkiat, R., Puriwat, W., & Hoonsopon, D. (2025). Digital Literacy for Business Performance: A Study of 

Entrepreneurs. HighTech and Innovation Journal, 6(1), 273–288. doi:10.28991/HIJ-2025-06-01-018. 

[26] Moletsane, T., & Tsibolane, P. (2022). Intention to adopt e-Voting: A Perspective of South African Youth. 2022 IST-Africa 

Conference, IST-Africa 2022, 1–11. doi:10.23919/IST-Africa56635.2022.9845522. 

[27] Yin, K. Y., Chin, K. Y., Meng, C. L., & Pung, N. C. (2020). The Determinants of Intention to use E-voting System: The Case of 

Generation X in Malaysia. Journal of Business Management and Accounting, 10(1), 47–64. doi:10.32890/jbma2020.10.1.3. 

[28] Fakhoury, R., & Aubert, B. (2015). Citizenship, trust, and behavioural intentions to use public e-services: The case of Lebanon. 

International Journal of Information Management, 35(3), 346–351. doi:10.1016/j.ijinfomgt.2015.02.002. 

[29] Adeshina, S. A., & Ojo, A. (2014). Towards improved adoption of e-voting. Proceedings of the 8th International Conference on 

Theory and Practice of Electronic Governance, 403–412. doi:10.1145/2691195.2691255. 

[30] Ojo, A., Adeshina, T., & Ayo, C. (2006). Electronic voting: lessons and guide for developing countries. Proceedings of the 6th 

European Conference on E-Government, ECEG2006, 27-28 April, 2006, Marburg, Germany. 

[31] Sampigethaya, K., & Poovendran, R. (2006). A framework and taxonomy for comparison of electronic voting schemes. 

Computers and Security, 25(2), 137–153. doi:10.1016/j.cose.2005.11.003. 

[32] Qadah, G. Z., & Taha, R. (2007). Electronic voting systems: Requirements, design, and implementation. Computer Standards 

and Interfaces, 29(3), 376–386. doi:10.1016/j.csi.2006.06.001. 

[33] Anagreh, L. F., & Abu-Shanab, E. A. (2017). Voter’s intention to use electronic voting systems. International Journal of E-

Business Research, 13(3), 20–38. doi:10.4018/ijebr.2017070105. 

[34] AlAbri, R., Shaikh, A. K., Ali, S., & Al-Badi, A. H. (2022). Designing an E-Voting Framework Using Blockchain Technology: 

A Case Study of Oman. International Journal of Electronic Government Research, 18(2), 1–29. doi:10.4018/IJEGR.298203. 

[35] Pham, T. T. H., Ngoc, T. T. B., Cuong, D. M., Binh, D. T., & Si, L. T. (2024). Digital Skills of Human Resources: Exploratory 

Research of Innovations in Enterprises. HighTech and Innovation Journal, 5(3), 730–742. doi:10.28991/HIJ-2024-05-03-013. 

[36] Melnykova, N., Buchyn, M., Albota, S., Fedushko, S., & Kashuba, S. (2019). The Special Ways for Processing Personalized 

Data During Voting in Elections. Advances in Intelligent Systems and Computing IV, 781–791. doi:10.1007/978-3-030-33695-

0_52. 

[37] Bélanger, F., & Carter, L. (2008). Trust and risk in e-government adoption. The Journal of Strategic Information Systems, 17(2), 

165–176. doi:10.1016/j.jsis.2007.12.002. 

[38] Norris, P. (2013). The new research agenda studying electoral integrity. Electoral Studies, 32(4), 563–575. 

doi:10.1016/j.electstud.2013.07.015. 

[39] Rahul, Gulia, P., & Gill, N. S. (2025). Articulation of blockchain enabled e-voting systems: a systematic literature review. Peer-

to-Peer Networking and Applications, 18(3), 142. doi:10.1007/s12083-025-01956-3. 

[40] Xin, Y., Dilanchiev, A., Ali, M., Irfan, M., & Hong, Y. (2022). Assessing Citizens’ Attitudes and Intentions to Adopt E-

Government Services: A Roadmap toward Sustainable Development. Sustainability (Switzerland), 14(22), 15183. 

doi:10.3390/su142215183. 

[41] Yang, Z., Shi, Y., & Yan, H. (2016). Scale, congestion, efficiency and effectiveness in e-commerce firms. Electronic Commerce 

Research and Applications, 20, 171–182. doi:10.1016/j.elerap.2016.07.003. 

[42] Karunia, R. L., Darmawansyah, D., Dewi, K. S., & Prasetyo, J. H. (2023). The Importance of Good Governance in the 

Government Organization. HighTech and Innovation Journal, 4(1), 75–89. doi:10.28991/HIJ-2023-04-01-06. 

[43] Bailey, A., Minto-Coy, I., & Thakur, D. (2017). IT Governance in E-Government Implementations in the Caribbean: Key 

Characteristics and Mechanisms. Information Technology Governance in Public Organizations: Theory and Practice, 201–227. 

doi:10.1007/978-3-319-58978-7_9. 

[44] Oni, S., Oni, A. A., Ibietan, J., & Deinde-Adedeji, G. O. (2020). E-consultation and the quest for inclusive governance in Nigeria. 

Cogent Social Sciences, 6(1), 1823601. doi:10.1080/23311886.2020.1823601. 

[45] Fuster, R., & Grandón, E. E. (2021). Determinants of e-voting acceptance in Chile: An approach based on the UTAUT model. 

Iberian Conference on Information Systems and Technologies, CISTI, 1–6. doi:10.23919/CISTI52073.2021.9476668. 

[46] Krimmer, R., Duenas-Cid, D., & Krivonosova, I. (2021). Debate: safeguarding democracy during pandemics. Social distancing, 

postal, or internet voting—the good, the bad or the ugly? Public Money and Management, 41(1), 8–10. 

doi:10.1080/09540962.2020.1766222. 



HighTech and Innovation Journal         Vol. 6, No. 3, September, 2025 

953 

 

[47] Krishnan, S., Teo, T. S. H., & Lymm, J. (2017). Determinants of electronic participation and electronic government maturity: 

Insights from cross-country data. International Journal of Information Management, 37(4), 297–312. 

doi:10.1016/j.ijinfomgt.2017.03.002. 

[48] Mensah, I. K., Zeng, G., & Luo, C. (2020). E-Government Services Adoption: An Extension of the Unified Model of Electronic 

Government Adoption. SAGE Open, 10(2), 2158244020933593,. doi:10.1177/2158244020933593. 

[49] Samayamanthula, V. C. G., & Kodati, S. P. (2025). An effective E-voting enhancement system through multi secret image 

sharing security system. Knowledge-Based Systems, 315, 113239. doi:10.1016/j.knosys.2025.113239. 

[50] Rexha, B., Neziri, V., & Dervishi, R. (2023). Enhancing Trustworthiness and Interoperability of Electronic Voting Systems 

through Blockchain Bridges. HighTech and Innovation Journal, 4(4), 749–760. doi:10.28991/HIJ-2023-04-04-04. 

[51] Sindermann, C., Rozgonjuk, D., Solvak, M., Realo, A., & Vassil, K. (2023). Internet voting: the role of personality traits and 

trust across three parliamentary elections in Estonia. Current Psychology, 42(30), 26555-26569. doi:10.1007/s12144-022-03644-4. 

[52] Davis, F. D., & Venkatesh, V. (1996). A critical assessment of potential measurement biases in the technology acceptance model: 

Three experiments. International Journal of Human Computer Studies, 45(1), 19–45. doi:10.1006/ijhc.1996.0040. 

[53] Sensuse, D. I., Pratama, P. B., & Riswanto. (2020). Conceptual model of e-voting in Indonesia. Proceedings of 2020 International 

Conference on Information Management and Technology, ICIMTech 2020, 387–392. doi:10.1109/ICIMTech50083.2020.9211156. 

[54] Aljarrah, E., Elrehail, H., & Aababneh, B. (2016). E-voting in Jordan: Assessing readiness and developing a system. Computers 

in Human Behavior, 63, 860–867. doi:10.1016/j.chb.2016.05.076. 

[55] Chiang, L. (2009). Trust and security in the e-voting system. Electronic Government, 6(4), 343-360. doi:10.1504/EG.2009.027782. 

[56] Agarwal, R. (2000). Individual acceptance of information technologies. Framing the Domains of IT Management Projecting the 

Future through the Past, 85-104. 

[57] Assibong, P., & Oshanisi, O. (2018). The role of information and communication technology (ICT) in the 2015 presidential 

election of Nigeria. Journal of Culture, Society and Development, 38, 1-7. 

[58] IshaqSalimonu, R., Rozaini Bt. Sheik Osman, W., Jaleel Kehinde Shittu, A., Jimoh, J., & G, R. (2013). Adoption of E-Voting 

System in Nigeria: A Conceptual Framework. International Journal of Applied Information Systems, 5(5), 8–14. 

doi:10.5120/ijais13-450912. 

[59] Schaupp, L. C., & Carter, L. (2005). E-voting: From apathy to adoption. Journal of Enterprise Information Management, 18(5), 

586–601. doi:10.1108/17410390510624025. 

[60] Bauer, P. C., & Freitag, M. (2017). Measuring trust. The Oxford Handbook of Social and Political Trust, 15, 15–36. 

doi:10.1093/oxfordhb/9780190274801.013.1. 

[61] Dowler, E., & Mosley, P. (2005). Poverty and Exclusion in North and South. Essays on Social Policy and Global Poverty 

Reduction, Routledge, London, United Kingdom. doi:10.4324/9780203987827. 

[62] Lippert, S. K. (2007). Investigating postadoption utilization: An examination into the role of interorganizational and technology 

trust. IEEE Transactions on Engineering Management, 54(3), 468–483. doi:10.1109/TEM.2007.900792. 

[63] Powell, A., Williams, C. K., Bock, D. B., Doellman, T., & Allen, J. (2012). E-Voting intent: A comparison of young and elderly 

voters. Government Information Quarterly, 29(3), 361–372. doi:10.1016/j.giq.2012.01.003. 

[64] Venkatesh, V., Morris, M. G., Davis, G. B., & Davis, F. D. (2003). User acceptance of information technology: Toward a unified 

view. MIS Quarterly, 27(3), 425–478. doi:10.2307/30036540. 

[65] Dwivedi, Y. K., Rana, N. P., Jeyaraj, A., Clement, M., & Williams, M. D. (2019). Re-examining the Unified Theory of 

Acceptance and Use of Technology (UTAUT): Towards a Revised Theoretical Model. Information Systems Frontiers, 21(3), 

719–734. doi:10.1007/s10796-017-9774-y. 

[66] Mphahlele, N. S., Kekwaletswe, R. M., & Seaba, T. R. (2025). Model to explain use of E-Government service change: Use of 

unified theory of acceptance and use of technology and information systems success model to explain use of E-Government 

service change: Emerging market case. Telematics and Informatics Reports, 17, 100190. doi:10.1016/j.teler.2025.100190. 

[67] Adiyarta, K., Napitupulu, D., Nurdianto, H., Rahim, R., & Ahmar, A. (2018). User acceptance of E-Government Services Based 

on TRAM model. IOP Conference Series: Materials Science and Engineering, 352(1), 12057. doi:10.1088/1757-899X/352/1/012057. 

[68] Fishbein, M., & Ajzen, I. (1977). Belief, attitude, intention, and behavior: An introduction to theory and research. Addison-

Wesley, Reading, United States. 

[69] ELKheshin, S., & Saleeb, N. (2020). Assessing the Adoption of E-government Using Tam Model: Case of Egypt. International 

Journal of Managing Information Technology, 12(1), 1–14. doi:10.5121/ijmit.2020.12101. 



HighTech and Innovation Journal         Vol. 6, No. 3, September, 2025 

954 

 

[70] Miller, A. H., & Listhaug, O. (1990). Political Parties and Confidence in Government: A Comparison of Norway, Sweden and 

The United States. British Journal of Political Science, 20(3), 357–386. doi:10.1017/S0007123400005883. 

[71] U.N.D.P. (2024). Trust in Governance. Opinion Poll 2023. United Nations Development Programme (UNDP), New York, United 

States. Available online: https://www.undp.org/albania/publications/trust-governance-opinion-poll-2023 (accessed on July 2025). 

[72] C.E.C. (2025). Central Election Commission. Available online: https://kqz.gov.al/akte (accessed on June 2025). 

[73] Department of Economic and Social Affairs Population Division. (2022). World Population Prospects 2022. United Nation, New 

York, United States. 

[74] Agate, V., Curaba, M., Ferraro, P., Re, G. L., & Morana, M. (2020). Secure e-Voting in Smart Communities. Proceedings of the 

Fourth Italian Conference on Cyber Security, 4-7 February, 2020, Ancona, Italy. 

[75] GR-DEM(2017)10. (2017). Guidelines on the implementation of the provisions of Recommendation CM/Rec(2017)-5 on 

standards for e-voting, Committee of Ministers, Strasbourg, France. 

[76] Hujran, O., Abu-Shanab, E., & Aljaafreh, A. (2020). Predictors for the adoption of e-democracy: an empirical evaluation based 

on a citizen-centric approach. Transforming Government: People, Process and Policy, 14(3), 523-544. doi:10.1108/TG-03-2019-

0016. 

[77] Alguliyev, R. M., Aliguliyev, R. M., & Niftaliyeva, G. Y. (2019). A method for social network extraction from e-government. 

International Journal of Information Systems in the Service Sector, 11(3), 37–55. doi:10.4018/IJISSS.2019070103. 

[78] Turnbull-Dugarte, S. J., & Devine, D. (2023). Support for digitising the ballot box: A systematic review of i-voting pilots and a 

conjoint experiment. Electoral Studies, 86, 102679. doi:10.1016/j.electstud.2023.102679. 

[79] Scott, M., Delone, W., & Golden, W. (2016). Measuring eGovernment success: A public value approach. European Journal of 

Information Systems, 25(3), 187–208. doi:10.1057/ejis.2015.11. 

[80] Rose, J., Persson, J. S., Heeager, L. T., & Irani, Z. (2015). Managing e-Government: Value positions and relationships. 

Information Systems Journal, 25(5), 531–571. doi:10.1111/isj.12052. 

[81] Mishra, S. S. (2020). Testing the antecedents to e-democracy towards citizens’ happiness: a structural equation modelling 

approach to ‘MyGov’ initiative, India. International Journal of Public Administration, 43(15), 1293–1303. 

doi:10.1080/01900692.2019.1669051. 

[82] Ali, M. A., Hoque, Md. R., & Alam, K. (2018). An empirical investigation of the relationship between e-government 

development and the digital economy: the case of Asian countries. Journal of Knowledge Management, 22(5), 1176–1200. 

doi:10.1108/jkm-10-2017-0477. 

[83] Siddique, W. (2016). Critical success factors affecting e-government policy implementation in Pakistan. EJournal of 

EDemocracy and Open Government, 8(1), 102–126. doi:10.29379/jedem.v8i1.398. 

[84] Avgerou, C. (2013). Explaining trust in it-mediated elections: A case study of e-voting in Brazil. Journal of the Association for 

Information Systems, 14(8), 420–451. doi:10.17705/1jais.00340. 

[85] Warkentin, M., Sharma, S., Gefen, D., Rose, G. M., & Pavlou, P. (2018). Social identity and trust in internet-based voting 

adoption. Government Information Quarterly, 35(2), 195–209. doi:10.1016/j.giq.2018.03.007. 

[86] Ali, H., & Mubarak, H. Al. (2018). e-Voting: An investigation of factors that affect public trust in Kingdom of Bahrain. 

International Journal of Electronic Government Research, 14(2), 12–27. doi:10.4018/IJEGR.2018040102. 

[87] Verkijika, S. F., & De Wet, L. (2018). E-government adoption in sub-Saharan Africa. Electronic Commerce Research and 

Applications, 30, 83–93. doi:10.1016/j.elerap.2018.05.012. 

[88] Dwivedi, Y. K., Rana, N. P., Janssen, M., Lal, B., Williams, M. D., & Clement, M. (2017). An empirical validation of a unified 

model of electronic government adoption (UMEGA). Government Information Quarterly, 34(2), 211–230. 

doi:10.1016/j.giq.2017.03.001. 

[89] Venkatesh, V., Brown, S. A., & Bala, H. (2013). Bridging the qualitative-quantitative divide: Guidelines for conducting mixed 

methods research in information systems. MIS Quarterly: Management Information Systems, 37(1), 21–54. 

doi:10.25300/MISQ/2013/37.1.02. 

[90] Blaikie, N. (2007). Approaches to social enquiry: Advancing knowledge. Polity, Cambridge, United Kingdom. 

[91] Creswell, J. W., & Creswell, J. D. (2017). Research design: Qualitative, quantitative, and mixed methods approaches. Sage 

publications, Thousand Oaks, United States. 

[92] De Vaus, D., & de Vaus, D. (2013). Surveys in Social Research. Routledge, London, United Kingdom. doi:10.4324/9780203519196. 

https://www.undp.org/albania/publications/trust-governance-opinion-poll-2023


HighTech and Innovation Journal         Vol. 6, No. 3, September, 2025 

955 

 

[93] Hair, J. F., Anderson, R. E., Babin, B. J., & Black, W. C. (2010). Multivariate Data Analysis: A Global Perspective. Upper Saddle 

River, United States. 

[94] Zikmund, W. C., Babin, B. J., Carr, J. C., & Griffin, M. (2013). Business Research Methods. Cengage Learning Custom 

Publishing, Boston, United States. 

[95] Zaidi, S. F. H., Kulakli, A., Osmanaj, V., & Zaidi, S. A. H. (2023). Students’ Perceived M-Learning Quality: An Evaluation and 

Directions to Improve the Quality for H-Learning. Education Sciences, 13(6), 578. doi:10.3390/educsci13060578. 

[96] Patil, D. S., Pundir, P., Dhyani, V. S., Krishnan, J. B., Parsekar, S. S., D’Souza, S. M., Ravishankar, N., & Renjith, V. (2020). A 

mixed-methods systematic review on barriers to exclusive breastfeeding. Nutrition and Health, 26(4), 323–346. 

doi:10.1177/0260106020942967. 

[97] Weng, F., Yang, R.-J., Ho, H.-J., & Su, H.-M. (2018). A TAM-Based Study of the Attitude towards Use Intention of Multimedia 

among School Teachers. Applied System Innovation, 1(3), 36. doi:10.3390/asi1030036. 

[98] Leavy, P. (2022). Research design: Quantitative, qualitative, mixed methods, arts-based, and community-based participatory 

research approaches. Guilford publications, New York, United States. 

[99] Rouibah, K., AlMarzouq, M., Lawson-Body, A., & Lawson-Body, L. (2024). E-Government studies in the Arab world: 

preliminary results from a review of the literature. Issues in Information Systems, 25(2), 177–189. doi:10.48009/2_iis_2024_114. 

[100] Gunzler, D. D., Perzynski, A. T., & Carle, A. C. (2021). Structural Equation Modeling for Health and Medicine. Chapman and 

Hall/CRC, New York, United States. doi:10.1201/9780203701133. 

[101] George, D. (2011). SPSS for windows step by step: A simple study guide and reference, 17.0 update, 10/e. Pearson Education 

India, Noida, India. 

[102] Tabachnick, B. G., & Fidell, L. S. (2007). Using multivariate statistics. Allyn and Bacon, Boston, United States. 

[103] Kline, R. B. (2023). Principles and practice of structural equation modeling. Guilford publications, New York, United States. 

[104] Goggins, S., & Xing, W. (2016). Building models explaining student participation behavior in asynchronous online discussion. 

Computers and Education, 94, 241–251. doi:10.1016/j.compedu.2015.11.002. 

[105] Hooper, D., Coughlan, J., & Mullen, M. R. (2008). Structural equation modelling: Guidelines for determining model fit. 

Electronic Journal of Business Research Methods, 6(1), 53–60. 

[106] Baumgartner, H., & Homburg, C. (1996). Applications of structural equation modeling in marketing and consumer research: A 

review. International Journal of Research in Marketing, 13(2), 139–161. doi:10.1016/0167-8116(95)00038-0. 

[107] Chapman, C., & Feit, E. M. (2019). Confirmatory Factor Analysis and Structural Equation Modeling. Dept. of Marketing and 

Logistics, 265–297. doi:10.1007/978-3-030-14316-9_10. 

[108] Bagozzi, R. P., & Yi, Y. (2012). Specification, evaluation, and interpretation of structural equation models. Journal of the 

Academy of Marketing Science, 40(1), 8–34. doi:10.1007/s11747-011-0278-x. 

[109] Zaidi, S. F. H. (2017). E-government services effectiveness evaluation framework (E-GEEF): A case study of Indian e-tax 

service. PhD Thesis, London Metropolitan University, London, United Kingdom. 

[110] Wang, X., French, B. F., & Clay, P. F. (2015). Convergent and discriminant validity with formative measurement: A mediator 

perspective. Journal of Modern Applied Statistical Methods, 14(1), 83–106. doi:10.22237/jmasm/1430453400. 

[111] Zaidi, S. F. H., Osmanaj, V., Ali, O., & Zaidi, S. A. H. (2021). Adoption of mobile technology for mobile learning by university 

students during COVID-19. International Journal of Information and Learning Technology, 38(4), 329–343. doi:10.1108/IJILT-

02-2021-0033. 

[112] Constable, S., Passmore, E., & Coats, D. (2008). Public value and local accountability in the NHS. Work Foundation, London, 

United Kingdom. 

[113] Moore, M. (2007). Recognising Public Value: The Challenge of Measuring Performance in Government. Harvard University 

Press, Massachusetts, United States. doi:10.22459/pfp.2007.08. 

[114] Faulkner, N., & Kaufman, S. (2018). Avoiding Theoretical Stagnation: A Systematic Review and Framework for Measuring 

Public Value. Australian Journal of Public Administration, 77(1), 69–86. doi:10.1111/1467-8500.12251. 

[115] Rose-Ackerman, S., & Palifka, B. J. (2016). Corruption and government: Causes, consequences, and reform. Cambridge 

university press, Cambridge, United Kingdom. 

[116] Alzahrani, L., Al-Karaghouli, W., & Weerakkody, V. (2017). Analysing the critical factors influencing trust in e-government 

adoption from citizens’ perspective: A systematic review and a conceptual framework. International Business Review, 26(1), 

164–175. doi:10.1016/j.ibusrev.2016.06.004. 



HighTech and Innovation Journal         Vol. 6, No. 3, September, 2025 

956 

 

[117] Morgeson, F. V., Vanamburg, D., & Mithas, S. (2011). Misplaced trust? Exploring the structure of the e-government-citizen 

trust relationship. Journal of Public Administration Research and Theory, 21(2), 257–283. doi:10.1093/jopart/muq006. 

[118] Farooq, A., Warkentin, M., & Virtanen, S. (2024). Role of shared identity and agency trust in online voting among Finnish 

citizens. Technology in Society, 76, 102429. doi:10.1016/j.techsoc.2023.102429. 

[119] Zaidi, S. F., Marir, F., & Siva, S. (2013). Assessing e-Government Service & Trust: Government to Citizen. The Seventh 

International Conference on Digital Society, 24 February-1 March, 2013, Nice, France. 

[120] Avazov, S., & Lee, S. (2022). E-Government Services Adoption in Uzbekistan: An Empirical Validation of Extended Version 

of the Unified Model of Electronic Government Acceptance (UMEGA). Journal of Policy Studies, 37(3), 17–39. 

doi:10.52372/jps37302. 

[121] Pérez-Morote, R., Pontones-Rosa, C., & Núñez-Chicharro, M. (2020). The effects of e-government evaluation, trust and the 

digital divide in the levels of e-government use in European countries. Technological Forecasting and Social Change, 154, 

119973. doi:10.1016/j.techfore.2020.119973. 

[122] Bannister, F., & Connolly, R. (2014). ICT, public values and transformative government: A framework and programme for 

research. Government Information Quarterly, 31(1), 119–128. doi:10.1016/j.giq.2013.06.002. 

[123] Twizeyimana, J. D., & Andersson, A. (2019). The public value of E-Government – A literature review. Government Information 

Quarterly, 36(2), 167–178. doi:10.1016/j.giq.2019.01.001. 

[124] Cordella, A., & Bonina, C. M. (2012). A public value perspective for ICT enabled public sector reforms: A theoretical reflection. 

Government Information Quarterly, 29(4), 512–520. doi:10.1016/j.giq.2012.03.004. 

[125] Abdul Rahim, N. F., Abbasi, G. A., Iranmanesh, M., Christopher, N., & Amran, A. (2023). Determinants of continuous intention 

to use e-government services: an extension of technology continuance theory. Journal of Systems and Information Technology, 

25(3), 245–267. doi:10.1108/JSIT-09-2020-0166. 

[126] Ozkan, S., & Kanat, I. E. (2011). E-Government adoption model based on theory of planned behavior: Empirical validation. 

Government Information Quarterly, 28(4), 503–513. doi:10.1016/j.giq.2010.10.007. 

[127] Choi, J. C., & Song, C. (2020). Factors explaining why some citizens engage in E-participation, while others do not. Government 

Information Quarterly, 37(4), 101524. doi:10.1016/j.giq.2020.101524. 

[128] Carter, L., & Campbell, R. (2011). The impact of trust and relative advantage on internet voting diffusion. Journal of Theoretical 

and Applied Electronic Commerce Research, 6(3), 28–42. doi:10.4067/S0718-18762011000300004. 

[129] Melenchuk, A., & Khutkyy, D. (2020). I-voting in the European Union. Policy Briefing. European Digital Development 

Alliance, 1-7. doi:10.13140/RG.2.2.33150.20804. 

[130] Nabavi, A., Taghavi-Fard, M. T., Hanafizadeh, P., & Taghva, M. R. (2016). Information Technology Continuance Intention: A 

Systematic Literature Review. International Journal of E-Business Research, 12(1), 58–95. doi:10.4018/IJEBR.2016010104. 


